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차시 개인정보보호의 국제적 동향2 . 
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학습내용▸
개인정보보호 법제화의 국제적 동향  1. 

개인정보보호의 국제화가 우리나라에 미치는 영향  2. 

학습목표▸
개인정보보호 법제화의 국제적 동향에 대해 설명할 수 있다  1. .

개인정보보호의 국제화가 우리나라에 미치는 영향에 대해 설명할 수 있다  2. .



          .

   I. 

   1. 

1) 

          3 . 
         2011 3 29 , 9 30 . 

        , 
          ? 
           . 

           . 
          . 

            . 

           
          , 

            . 
     .

  2) 

           ‘ ’
          3 . 3 ‘

       ’ , , 
          . 

           ·
  . 

            1970
          . 

          . 
        . 1970 (Hessen) ( )州

      (Datenschutzgesetz) . 
           , 
 .

            1973
      . 1974 (Privacy Act of 1974)

      , 1977 , 1978
  . 

           , 



          . 
          , (EU)
           . EU

         , 
           . 

             , 
        . .

2. (UN)

            . 
            

        . UN
        . 

            1948 12 10 UN
     (Universal Declaration of Human Rights) . 

          12 “ , , 
          , . 

      .”1)   . 

               1966 12 16 UN ‘
(International Convenant on Civil and Political Rights)’2)   

         . 17 “1. , , 
            

           . 2. 
           .” . 

1) https://www.un.org/en/about-us/universal-declaration-of-human-rights 
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vil-and-political-rights 

International Convenant on Civil and Political Rights
Article 17
1. No one shall be subjected to arbitrary or unlawful interference with his privacy, 

family, home or correspondence, nor to unlawful attacks on his honour and 
reputation.

2. Everyone has the right to the protection of the law against such interference 

Universal Declaration of Human Rights

Article 12
No one shall be subjected to arbitrary interference with his privacy, family, home 
or correspondence, nor to attacks upon his honour and reputation. Everyone has 
the right to the protection of the law against such interference or attacks.
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7) Collection Limitation Principle
   7. There should be limits to the collection of personal data and any such data should be 

obtained by lawful and fair means and, where appropriate, with the knowledge or consent 
of the data subject. 

8) Data Quality Principle
   8. Personal data should be relevant to the purposes for which they are to be used, and, 

to the extent necessary for those purposes, should be accurate, complete and kept 
up-to-date.

9) Purpose Specification Principle
   9. The purposes for which personal data are collected should be specified not later than 

at the time of data collection and the subsequent use limited to the fulfilment of those 
purposes or such others as are not incompatible with those purposes and as are 
specified on each occasion of change of purpose.

10) Use Limitation Principle
  10. Personal data should not be disclosed, made available or otherwise used for purposes 

other than those specified in accordance with Paragraph 9 except:
   a) with the consent of the data subject; or
   b) by the authority of law.
11) Security Safeguards Principle
  11. Personal data should be protected by reasonable security safeguards against such 

risks as loss or unauthorised access, destruction, use, modification or disclosure of data.
12) Openness Principle
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  12. There should be a general policy of openness about developments, practices and 
policies with respect to personal data. Means should be readily available of establishing 
the existence and nature of personal data, and the main purposes of their use, as well 
as the identity and usual residence of the data controller.

13) Individual Participation Principle
  13. An individual should have the right:
   a) to obtain from a data controller, or otherwise, confirmation of whether or not the 

data controller has data relating to him;
   b) to have communicated to him, data relating to him
     i) within a reasonable time;

  ii) at a charge, if any, that is not excessive;
  iii) in a reasonable manner; and
  iv) in a form that is readily intelligible to him;

   c) to be given reasons if a request made under subparagraphs (a) and (b) is denied, and 
to be able to challenge such denial; and

   d) to challenge data relating to him and, if the challenge is successful to have the data 
erased, rectified, completed or amended.

14) Accountability Principle
   14. A data controller should be accountable for complying with measures which give 

effect to the principles stated above.
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